
Call for presentations for United States European Command’s
Cyber Endeavor Capstone Seminar 2014
 
SUMMARY: United States European Command EUCOM will sponsor the 2014 Cyber Endeavor Capstone Seminar from 1 September to 12 September.  The capstone is part of a multi-part series of three seminars being conducted this year. The Seminar is focused on enabling participants to become familiarized with security issues that are a global threat. This venue will allow participants to keep abreast of the latest trends in the industry, share the knowledge gained with colleagues and keep in touch with the contacts made to keep informed of the latest trends in cyber security. To select lecturers in the Seminar, EUCOM is calling for abstracts from organizations, both public and private, which are currently working on cyber security issues. 

DEADLINE: Submission must be received on or before 15 May 2014.
[bookmark: _GoBack]LOCATION/DATE: Presentations will take place at Grafenwoehr, Germany from 28 AUG -12 SEPT 2014. 

Instructions for Submission: 
1) Please complete the attached submission form. 
2) Abstract should focus on one of the Management or Technical listed topics in the application form.  
3) You can submit as many applications to present as you would like.  There is no limit to the number of topics or the length of your presentation.  
4) Submit a short biography of proposed presenter. 
5) We will be holding the event over the weekends, if you would prefer to present on a Saturday or Sunday, please indicate your preferences on the submission form.

Event Topic Categories: 
Management:   1) Contingency Planning    2) Information Security Management  3) Cyber Law  4) Incident Response Planning & Management    5) Risk Management

Technical:   1) Securing the Enclave   2) Security Auditing    3) Incident Handling

Evaluation Criteria:
1. Clarity of content. (5 points) 
Clarity of learning goals/anticipated outcome. 

2. Quality (5 points) 
The submission is well-written and organized. The scope of the presentation can be clearly understood. 

3. Relevance (5 points) 
The abstract addresses topical areas requested for the conference. 

4. Expertise (5 points) 
Relevance of presenter and organizational knowledge and experience 

SUPPLEMENTARY INFORMATION: There are no fees involved and no funding will be provided. Organizations sought are both public and private and are involved in enhancing institutional cyber security capabilities. Abstracts will be reviewed by a blind panel of subject matter experts using the above evaluation criteria. Seminar will be conducted in English. 

CONTACT ADDRESSES: 
Submissions should be sent to: 
Attn: Ms. Trina Zwicker 
Via email: trina.m.zwicker.civ@mail.mil

Via post: Ms. Zwicker 
C4/Cyber Directorate, Cyber Public Private Partnerships 
HQ USEUCOM/ECJ6 
Unit 30400, APO AE 09131
