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DRAFT - 

EXTRACT FROM:  ANNEX E (SECURITY OF IN-TRANSIT FORCES) TO USEUCOM AT OPORD 03-11- (FRAGO 1 - 07 JUL 04)
REFERENCES:  See Annex Z

1.  SITUATION. DOD elements, personnel and assets constantly transit, or are deployed within, the USEUCOM area of responsibility (AOR).  For the purposes of this OPORD, these DOD elements, personnel and assets, including TDY visitors, are collectively referred to as "in-transit forces".  Since such forces often are traveling or conducting missions in areas outside of U.S. controlled areas, particular attention must be given to the threat and unique vulnerabilities confronting in-transit forces.   

2.  MISSION.  To provide policy and guidance regarding Antiterrorism (AT) requirements for DOD in-transit forces within the USEUCOM AOR.  

3.  EXECUTION

. . .

(1)  Disseminating Information.  Although the Department of State publishes travel advisories, that information may be unknown or unavailable to many travelers.  As a matter of routine, the following sources of information should be examined as a starting point for travel planning:

· U.S. State Department Consular Information Sheets, Travel Warnings, and Public Announcements.  This information is available on the Internet at http://www.travel.state.gov/travel/index.html.  Also, consult the DOD Foreign Clearance Guide on the NIPRNet at http://www.fcg.pentagon.mil/, or on the SIPRNet at http://www.fcg.pentagon.smil.mil/ for guidance on travel restrictions and requirements.

· Current Medical/Health Information.  Obtain medical/health-related information is the Armed Forces Medical Intelligence Center on the SIPRNet at http://www.afmic.dia.smil.mil/intel/afmic/afmic.html, or the Centers for Disease Control homepage on the Internet at: www.cdc.gov/travel/. 

· Current Terrorism Intelligence.  The USEUCOM Joint Analysis Center provides threat intelligence on the SIPRNet at http://www.jac.eucom.smil.mil/.  Authorizing officials who do not have a U.S. SECRET clearance or access to terrorism intelligence should elevate this requirement through their force protection chain of command for assistance.

(2)  Unofficial Travel Policy
· Government Contracted Travel Agencies.  Agencies providing trip, tour, and travel services are encouraged to provide customers with publicly available threat and safety information on planned travel locations.  Including copies of security and health advisories as a part of travel documents is highly encouraged and should be considered as a requirement for future contracts.

· Unofficial Travel (Individual).  DOD personnel and their adult family members will review information available from the U.S. State Department and the Centers for Disease Control prior to travel.  DOD personnel and their family members will comply with all State Department or USEUCOM prohibitions on travel.  Commanders will counsel military personnel and DOD employees prior to approving a leave request to an area where:

(a.) a State Department Public Announcement or Travel Warning is in effect, or
(b.) a U.S. Mission (Embassy/Consulate) is not present and the State Department or responsible Chief of Mission is not in a position to accord normal consular protection services to U.S. citizens.   
This information is subject to change and can be verified by accessing the Department of State web site at www.travel.state.gov. Commanders may disapprove leave requests of military personnel to any such locations.

· Unofficial Travel (Sponsored Group).  Command-sponsored groups such as spouse clubs, youth organizations, DODDS groups, athletic clubs, etc., will review U.S. State Department announcements and medical/health information as soon as travel is contemplated.  If travel is planned, the sponsoring organization will notify the Antiterrorism Officer (ATO) at the installation/base level having TACON for force protection.  The ATO will facilitate the gathering and transmittal of threat information available through U.S. military channels for public release.  CDRUSEUCOM and component commanders (or their designees) may cancel any unofficial group travel for safety reasons pursuant to their force protection responsibilities.

(3)  Conferences and Group Events.  Prior to scheduling conferences or similar gatherings in another country, the official in charge of the event will conduct an operational risk assessment.  This may require an on-site assessment or may be based on information provided by the local ATO or the U.S. Defense Representative (USDR).  The first General/Flag Officer in the force protection chain of command for the sponsoring organization must approve any such gatherings in another foreign country if:

(a.) the Terrorist Threat Level is Significant or High, or

(b.) a State Department Public Announcement or Travel Warning is in effect, or 
(c.) a U.S. Mission (Embassy/Consulate) is not present and the State Department or responsible Chief of Mission is not in a position to accord normal consular protection services to U.S. citizens.

State Deparment information is subject to change and can be verified by accessing the web site at www.travel.state.gov. (For example, a DODDS Europe conference planned for a country other than Germany (base of parent organization) where the Terrorist Threat Level is Significant or High requires General/Flag Officer approval.)   Commanders who exercise TACON for force protection of the area where the events will take place also must approve.  Any disputes will be elevated through respective chains of command for resolution. 
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